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Cloud Service integrated with 
GÉANT FaaS 
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https://campus-idp-test.geant.org/



SWAMID REFEDS SIRTFI and REFEDS R&S Attribute Release Check 

https://sirtfi-check.swamid.se/





http://geantsrv17.ct1.garrservices.it/



http://geantsrv17.ct1.garrservices.it/
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Marco Malavolti
IDEM Federation Operator

marco.malavolti@garr.it
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https://github.com/GEANT/ansible-openstack
https://github.com/GEANT/ansible-monitoring
https://github.com/GEANT/ansible-shibboleth






Check HTTPS: 
Check SSL Certificate Expiration

Check IDP MD:
Check IDP Metadata (/idp/shibboleth) 
availability

check_aacli: Check the capacity of 
sending attributes from the IdP to a test SP

check_mysql: 
Check that all needed database for the IdP 
are active

- Check IDM page, 
- Check IDM-TOOLS, 
- Check LOCKUSER, 
- check_coco, 
- check_rs, 
- check_ldap





Cookie Policy

logo.png

Password Management

Information Web Page

Privacy Policy Web Page

Links to Federation and 
Interfederation web page 
whom the organisation 
belongs to

Multi Language Support
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SP Informations

Clear User Consent

Footer Background Color and
Footer Text are customizable



SP Information 
(retrieved from 
its metadata)



The IDP Manager can view the usage of the IDP 
with a simple “Statistics” page.



Identity Management provided by a customized and 
corrected version of phpLDAPadmin 1.2.3 (latest 
available)



The IdP manager can lock out the users 
immediately by pressing on “Lock” button, or 
“Set an expiration date” in the future.
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TIER Program 
Expectations

• Primary: 

    Long-term sustainability

• Informed By:

Requirements were prioritized 
with a Three Year scope 
in-mind

Driven by IT and 
Research Use 

Cases



Institutionalized Work 
Plan and Results



▪ Pre-configured for Multilateral Federated Participants 
and Research Communities.

▪ Long-term support agreements will have been 
established with the Subject Matter Experts, Agencies 
and Consortia and will be managed on behalf of the 
community by Internet2

▪ International Collaborative Development, support and 
implementation models will continue to be evaluated

Scope of Sustainability



▪ The portfolio will be “frozen” to contain “DevOps Friendly” 
(operationally-oriented), pre-packaged solutions:
▪ Group Management (Grouper+UI), Collaborative Organizations 

Management (COmanage+UI), SAML-based Identity Provider 
and related Service Provider (Shibboleth+UI), InCommon 
Federation Manager (FM+UI), Entity Registry Storage + 
Provisioning and Deprovisioning (midPoint), AMQP Compliant 
messaging middleware (RabbitMQ), Relational Database 
Solution to support deployment (MariaDB); Solution Packaging 
(Docker Containers)

Scope of Sustainability



Getting Started with Internet2 Trust and Identity

https://Spaces.Internet2.Edu 

● TIER Package Delivery
○ Docker Containers
○ Virtual Machine Images

● TIER 101
○ Basic and Background Information
○ Resources to help understand TIER

● TIER Reference Architecture

https://spaces.internet2.edu/display/TPD/TIER+Package+Delivery
https://spaces.internet2.edu/display/TPD/TIER+101
https://spaces.internet2.edu/pages/viewpage.action?pageId=98306902


Facets of TIER Program Deliverables

Commercial Offering Contrast
• Offerings are Solid, Well-Supported, 

but Limited
• Orientation

• Application WebSSO
• Enterprise WebSSO

• Un(der) Served
• Global Multilateral Federation 
• No Useable AuthZ
• No Community Policy expression

Unique Program Orientation:

● Community-Requirements Driven
● DevOps, Common APIs, Configuration 

User Interfaces are Core to ALL 
Functional Deliverables

● Training and Connecting Community 
Subject Matter Expertise are crucial

● Development process that span ALL 
types of contributors (Campus 
Assignees, Contractors, Collaborators, 
Development Partners



Campus Success Program



Helping to Mature the Platform



Next Steps and Work In Progress...
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